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### PENDAHULUAN

Keamanan data merupakan hal penting dalam menjaga kerahasiaan data-data tertentu yang hanya boleh diketahui oleh pihak yang memiliki hak saja. Seringkali pemindahan data dari suatu tempat ke tempat lain menghadapi ancaman usaha-usaha pihak lain yang ingin mendapatkan data tersebut.

Sekolah MIS Al-Hidayah adalah salah satu sekolah madrasah ibtidaiyah swasta Al- Hidayah yang terletak di wilayah medan. Sekolah saat ini telah menjadi salah satu aset penting yang mana disekolah itu memiliki file-file yang sangat penting yang sangat rahasia. Satunya adalah data siswa yang sangat penting bagi sekolah, karena data privasi siswa tersebut.

Maka dari itu diperlukanlah data kemanan dengan mengkombinasikan anatara steganografi dan kriptografi, agar lebih terjaga dengan data siswa tersebut dengan cara dilakukan menyembunyikan data sebenarnya kedalam suatu media gambar yang disebut steganografi sedangkan untuk mengacak informasi yang tidak dibaca dengan cara biasa disebut kriptografi.

1. **METODE PENELITIAN**

### Data Siswa

Data Siswa adalah data rahasia yang dimiliki oleh pihak sekolah, yang sudah menyangkut data rahasia siswa disekolah yang sudah menjadi privasi bagi seluruh siswa.

### Kriptografi

Kriptografi berasal dari bahasa yunani, terdiri dari 2 suku kata yaitu kripto dan graphia. Kripto artinya menyembunyikan, sedangkan graphia adalah tulisan. Kriptografi adalah ilmu yang mempelajari teknik-teknik matematika yang berhubungan dengan aspek keamanan informasi, seperti kerahasiaan data, keabsahan data, integritas data, serta autentikasi data.[9]

### Steganografi

Menurut (Sellars, 1996) Kata steganografi berasal dari bahasa yunani yaitu steganos yang dan artinya “tersembunyi” dan graphein “menulis” sehingga artinya “menulis (tulisan) tersembunyi”[14].

### Vigenere Cipher

Vigenere cipher termasuk ke sipher abjak majemuk. Algoritma dikenal, oleh sekaligus seorang kriptologis dari Perancis, yaitu Blaise de Vigenere pada, abad 16 tahun 1586, Giovan Batista Belaso telah menggambarkanya pertama kali pada tahun 1553 seperti ditulis di dalam bukunya *La Cifra del Sig.* Vigenere cipher dipublikasikan pada tahun 1586, tetapi algoritma tersebut baru dikenal luas 200 tahun kemudian ditemukan oleh cipher tersebut kemudian dinamakan vigenere cipher. Cipher ini berhasil dipecahkan oleh Babage dan Kasiski pada pertengahan abad 19 [16].

Rumus vigenere dapat dilihat pada Persamaan 1 dan Persamaan 2.

Ci = (Pi + ki) mod 26 ( Enkripsi) 1

Pi = (Ci - ki) mod 26 ( Dekripsi) 2

* 1. **Metode *Least Significant Bit (LSB)***

Metode Least Significant Bit (LSB) adalah metode yang sering digunakan pada steganografi. Dasar metode ini merupakan bilangan yang berbasis biner yang 0 dan 1. Metode ini berhubungan erat dengan ukuran 1 bit byte 1 bit data terdiri dari 8 bit data Bit pada posisi paling kanan disebut dengan bit pada posisi LSB. Dan hanya bit yang diganti paling akhir, tetapi meskipun gambar telah berubah, tetap tidak bisa mengenalinya karena stego yang dihasilkan hampir sama persis dengan media sebelumnya yang disisipkan oleh gambar yang ingin disembunyikan [17]



## Gambar 2.1 Proses metode LSB dan MSB

### METODOLOGI PENELITIAN

* 1. **Metode penelitian**

Penelitian yang akan dilakukan nantinya direncanakan kedalam langkah-langkah secara sistematis. Penelitian ini dilakukan dengan beberapa langkah yaitu :

### Metode Perancangan Sistem

Metode Perancangan sistem adalah salah satu unsur yang paling penting dalam penelitian. Dalam metode perancangan sistem, dan khususnya software atau perangkat lunak,

dapat digabungkan beberapa metode diantaranya adalah algoritma vigenere cipher dan metode LSB (Least Significant Bit).

1. Analisis Masalah dan Kebutuhan

Analisis masalah dan kebutuhan merupakan fase awal dalam perancangan sistem. Pada fase ini akan ditentukan oleh titik masalah sebenarnya dan komponen- komponen apa saja yang dibutuhkan untuk menyelesaikan masalah gambar dalam proses untuk menyisipkan pesan ke gambar, dengan fitur-fitur yang akan dimasukkan kedalam aplikasi.

1. Desain Sistem

Dalam fase ini dibagi beberapa untuk mendukung jalannya sistem adalah :

pemodelan sistem dengan Unified Modelling Language (UML), pemodelan ini menggunakan flowchart sistem, desain input, dan desain output dari sistem pengimplementasi steganografi dan kriptografi yang akan dirancang untuk memecahkan masalah.

1. Pembangunan Sistem

Pada fase ini menjelaskan tentang bagaimana melakukan pengkodingan, terhadap desain sistem yang dirancang baik dari sistem input, proses dan output menggunakan bahasa pemprograman visual basic

1. Uji Coba Sistem

Uji coba sistem adalah fase yang terpenting dalam implementasi steganografi dan kriptografi. Hal ini dikarenakan pada fase ini akan dilakukan trial and error terhadap keseluruhan aspek aplikasi baik coding, desain sistem dan pemodelan dari sistem.

### Algoritma Sistem

Algoritma sistem ini menjelaskan langkah-langkah untuk penyelesaian masalah dalam perancangan sistem aplikasi Steganografi dan Kriptografi untuk melakukan penyisipan pesan dengan menggunakan metode LSB (Least Significant Bit) dan algoritma vigenere cipher. Hal ini dilakukan untuk meningkatkan keamanan pada pesan dengan lebih aman.

### Flowchart dan metode Penyelesaian Vigenere Cipher

Berikut ini adalah flowchart Vigenere cipher yaitu sebagai berikut :



Gambar 3.1 Flowchart Vigenere Cipher

# Flowchart dan metode Penyelesaian Encode

## Berikut ini adalah flowchart encode yaitu sebagai berikut :



Gambar 3.4 Proses Encode

* + 1. **Flowchart dan metode Penyelesaian Decode**

Berikut ini adalah flowchart Decode yaitu sebagai berikut :



Gambar 3.5 Proses Decode

### Deskripsi Data Dari Penelitian

Berikut ini adalah data yang digunakan sebagai sampel dalam penelitian adalah data siswa pada SD MIS AL-HIDAYAH Medan yaitu sebagai berikut :

Plainteks yang digunakan adalah “Rahma”, sedangkan kunci yang digunakan adalah “Aulia”.

Algoritma vigenere cipher

Kunci : Aulia Plainteks: Rahma

Tabel 3.1 Kode ASCII pesan dan kunci

|  |  |  |  |
| --- | --- | --- | --- |
| **Kunci** | **ASCI** | **Plainteks** | **ASCI** |
| A | 65 | R | 82 |
| u | 117 | A | 97 |
| l | 108 | H | 104 |
| i | 105 | M | 109 |
| a | 97 | A | 97 |

Selanjutnya adalah proses mengenkripsi Ci = (Pi + Ki) mod 256 Huruf R dienkripsi dengan kunci A menjadi :

( 82 + 65 mod 256 = 147 mod 256 = 147 = karakter ASCII = “

Huruf a dienkripsi dengan kunci u menjadi :

( 97 + 177 mod 256 = 274 mod 256 = 18 = karakter ASCII = DC

2

Huruf h dienkripsi dengan kunci l menjadi :

( 104 + 108) mod 256 = 212 mod 256 = 212 = karakter ASCII = Ô Huruf m dienkripsi dengan kunci i menjadi :

( 109 + 105) mod 256 = 214 mod 256 = 214 = karakter ASCII = Ö Huruf a dienkripsi dengan kunci a menjadi :

( 97 + 97) mod 256 = 194 mod 256 = 194 = karakter ASCII = Â

Hasil enkripsi adalah ( “–ÔÖ Â)

Tabel 3.2 Kode ASCII dan biner dari chipertext

|  |  |  |
| --- | --- | --- |
| **Karakter** | **ASCII** | **Biner** |
| “ | 147 | 10010011 |
| DC2 | 274 | 10010110 |
| Ô | 212 | 11010100 |
| Ö | 214 | 11010110 |
| Â | 194 | 11000010 |

Adapun Data yang akan disisipkan ke dalam gambar adalah :



Nisn : 8195

Nama : Aulia Rahma Nasution

Tempat, Tanggal Lahir : Medan, 15 Semptember 2008 Jenis Kelamin : Perempuan

Agama : Islam

Alamat : Jl. Langgar Gg. Buntu 2 No.21

Setelah membuat model pada metode *Least Significant Bit,* langkah selanjutnya yaitu melakukan pengujian akurasi menggunakan data uji (test). Berikut inilah adalah proses pada metode Least Significant Bit dapat menyimpan *file* teks pada bit yang paling rendah pada *pixel* gambar sehingga gambar yang telah disisipkan pesan tidak terlihat terjadi perubahan dan tidak menimbulkan kecurigaan

Tabel 3.2 proses penyisipan bit-bit ke biner ke piksel citra

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Nilai Piksel Citra** | **Konversi Dalam Biner** | **Bit Biner** | **Hasil Penyisipan** | **Hasil Stegano** |
| Piksel-1 |  |  |  |  |
| R = 206 | 1100111**0** | 1 | 207 | 11001111 |
| G = 205 | 1100110**1** | - | 205 | 11001101 |
| B = 203 | 1100101**1** | - | 203 | 11001011 |
| Piksel-2 |  |  |  |  |
| R = 207 | 1100111**1** | - | 207 | 11001111 |
| G = 207 | 1100111**1** | - | 207 | 11001111 |
| B = 205 | 1100110**1** | - | 205 | 11001101 |
| Piksel-3 |  |  |  |  |
| R = 212 | 1101010**0** | 1 | 213 | 11010101 |
| G = 211 | 1101001**1** | - | 211 | 11010011 |
| B = 209 | 1101000**1** | - | 209 | 11010001 |
| Piksel-4 |  |  |  |  |
| R = 220 | 1101110**0** | 1 | 221 | 11011101 |
| G = 218 | 1101101**0** | 1 | 219 | 11011011 |
| B = 219 | 1101101**1** | - | 219 | 11011011 |
| Piksel-5 R = 224G = 222B = 223 | 1110000**0**1101111**0**1101111**1** | 11- | 225223223 | 111000011101111111011111 |
| Piksel-6 R = 198G = 194B = 191 | 1100011**0**1100001**0**1011111**1** | 11- | 199194191 | 11000111110000111011111**1** |
| Piksel-7 |  |  |  |  |
| R = 196 | 1100010**0** | 1 | 197 | 11000101 |
| G = 191 | 1011111**1** | - | 191 | 10111111 |
| B = 188 | 1011110**0** | 1 | 189 | 10111101 |
| Piksel-8 |  |  |  |  |
| R = 201 | 1100100**1** | - | 201 | 11001001 |
| G = 196 | 1100010**0** | 1 | 197 | 11000101 |
| B = 192 | 1100000**0** | 1 | 193 | 11000001 |
| Piksel-9 |  |  |  |  |
| R = 94 | 0101111**0** | 1 | 95 | 01011111 |
| G = 57 | 0011100**1** | - | 57 | 00111001 |
| B = 49 | 0011000**1** | - | 49 | 00110001 |
| Piksel-10 |  |  |  |  |
| R = 224 | 1110000**0** | 1 | 225 | 11100001 |
| G = 224 | 1110000**0** | 1 | 225 | 11100001 |
| B = 226 | 1110001**0** | 1 | 227 | 11100011 |
| Piksel-11 |  |  |  |  |
| R = 222 | 1101111**0** | 1 | 223 | 11011111 |
| G = 226 | 1110001**0** | 1 | 227 | 11100011 |
| B = 225 | 1110000**1** | - | 225 | 11100001 |
| Piksel- 12 |  |  |  |  |
| R = 223 | 1101111**1** | - | 223 | 11011111 |
| G = 221 | 1101110**1** | - | 221 | 11011101 |
| B = 222 | 1101111**0** | 1 | 223 | 11011111 |

Lanjutan Tabel 3.2 proses penyisipan bit-bit ke biner ke piksel citra

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Nilai Piksel Citra** | **Konversi Dalam Biner** | **Bit Biner** | **Hasil Penyisipan** | **Hasil Stegano** |
| Piksel-13 |  |  |  |  |
| R = 222 | 1101111**0** | 1 | 223 | 11011111 |
| G = 222 | 1101111**0** | 1 | 223 | 11011111 |
| B = 224 | 11100000 | 1 | 225 | 11100001 |
| Piksel-14 |  |  |  |  |
| R = 190 | 1011111**0** | 1 | 191 | 10111111 |
| G = 187 | 1011101**1** | - | 187 | 10111011 |
| B = 182 | 1011011**0** | 1 | 183 | 10110111 |
| Piksel-15 |  |  |  |  |
| R = 187 | 1011101**1** | - | 187 | 10111011 |
| G = 182 | 1011011**0** | 1 | 183 | 10110111 |
| B = 179 | 1011001**1** | - | 179 | 10110011 |
| Piksel-16 |  |  |  |  |
| R = 174 | 1010111**0** | 1 | 175 | 10101111 |
| G = 168 | 1010100**0** | 1 | 169 | 10101001 |
| B = 168 | 1010100**0** | 1 | 169 | 10101001 |
| Piksel-17 |  |  |  |  |
| R = 188 | 1011110**0** | 1 | 189 | 10111101 |
| G = 148 | 1001010**0** | 1 | 149 | 10010101 |
| B = 136 | 1000100**0** | 1 | 137 | 10001001 |
| Piksel-18 |  |  |  |  |
| R = 225 | 1110000**1** | - | 225 | 11100001 |
| G = 229 | 1110010**1** | - | 229 | 11100101 |
| B = 232 | 1110100**0** | 1 | 231 | 11101000 |
| Piksel- 19 |  |  |  |  |
| R = 223 | 1101111**1** | - | 223 | 11011111 |
| G = 225 | 1110000**1** | - | 225 | 11100001 |
| B = 224 | 1110000**0** | 1 | 225 | 11100001 |
| Piksel-20 |  |  |  |  |
| R = 222 | 1101111**0** | 1 | 223 | 11011111 |
| G = 224 | 1110000**0** | 1 | 225 | 11100001 |
| B = 223 | 1101111**1** | - | 223 | 11011111 |
| Piksel-21 |  |  |  |  |
| R = 187 | 1011101**1** | **-** | 187 | 10111011 |
| G = 183 | 1011011**1** | - | 183 | 1011011**1** |
| B = 180 | 1011010**0** | 1 | 181 | 10110111 |
| Piksel-22 |  |  |  |  |
| R = 167 | 1010011**1** | - | 167 | 10100111 |
| G = 165 | 1010010**1** | 1 | 166 | 10100101 |
| B = 177 | 1011000**1** | - | 177 | 10110001 |
| Piksel-23 |  |  |  |  |
| R = 167 | 10100111**1** | **-** | 167 | 101001111 |
| G = 165 | 01010010**1** | **-** | 165 | 010100101 |
| B = 166 | 01010011**0** | **1** | 167 | 010100111 |
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Lanjutan Tabel 3.2 proses penyisipan bit-bit ke biner ke piksel citra

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Nilai Piksel Citra** | **Konversi Dalam Biner** | **Bit Biner** | **Hasil Penyisipan** | **Hasil Stegano** |
| Piksel-24 |  |  |  |  |
| R = 192 | 1100000**0** | 1 | 193 | 11000001 |
| G = 193 | 1100000**1** | - | 193 | 11000001 |
| B = 108 | 0110110**0** | 1 | 109 | 01101101 |
| Piksel-25 |  |  |  |  |
| R = 222 | 11011111**0** | 1 | 223 | 110111111 |
| G = 228 | 01110010**0** | 1 | 229 | 011100101 |
| B = 240 | 01111000**0** | 1 | 241 | 011110001 |
| Piksel-26 |  |  |  |  |
| R = 221 | 1101110**1** | - | 221 | 11011101 |
| G = 223 | 1101111**1** | - | 223 | 11011111 |
| B = 222 | 1101110**0** | 1 | 223 | 11011101 |
| Piksel- 27 |  |  |  |  |
| R = 169 | 1010100**1** | - | 169 | 10101001 |
| G = 164 | 1010000**1** | 1 | 165 | 10100001 |
| B = 160 | 1010000**0** | 1 | 161 | 10100001 |
| Piksel – 28 |  |  |  |  |
| R = 86 | 0101011**0** | 1 | 87 | 01010111 |
| G = 19 | 0001001**1** | - | 19 | 00010011 |
| B = 28 | 0001110**1** | - | 28 | 0001110**1** |
| Piksel-29 |  |  |  |  |
| R = 61 | 0011110**1** | - | 61 | 00111101 |
| G = 49 | 0011000**1** | - | 49 | 00110001 |
| B = 59 | 10111010**0** | 0 | 58 | 110111010 |
| Piksel-30 |  |  |  |  |
| R = 173 | 1010110**1** | - | 173 | 10101101 |
| G = 168 | 1010100**0** | 1 | 169 | 101010001 |
| B = 175 | 1010111**1** | - | 175 | 10101111 |
| Piksel-31 |  |  |  |  |
| R = 209 | 1101000**1** | - | 209 | 11010001 |
| G = 214 | 1101011**0** | 1 | 215 | 11010111 |
| B = 217 | 1101100**1** | - | 217 | 11011001 |
| Piksel-32 |  |  |  |  |
| R = 174 | 1010111**0** | 1 | 175 | 10101111 |
| G = 167 | 1010011**1** | - | 167 | 10100111 |
| B = 161 | 1010000**1** | - | 161 | 10100001 |
| Piksel-33 |  |  |  |  |
| R = 115 | 0111001**1** | - | 115 | 01110011 |
| G = 89 | 0101100**1** | - | 89 | 01011001 |
| B = 76 | 0100110**0** | 1 | 77 | 01001101 |
| Piksel- 34 |  |  |  |  |
| R = 105 | 0110100**1** | **-** | 105 | 01101001 |
| G = 29 | 0001110**1** | **-** | 29 | 00011101 |
| B = 41 | 0010100**1** | **-** | 41 | 00101001 |
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Lanjutan Tabel 3.2 proses penyisipan bit-bit ke biner ke piksel citra

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Nilai Piksel Citra** | **Konversi Dalam Biner** | **Bit Biner** | **Hasil Penyisipan** | **Hasil Stegano** |
| Piksel-35 |  |  |  |  |
| R = 207 | 1100111**1** | **-** | 207 | 11001111 |
| G = 208 | 1101000**0** | 1 | 209 | 11010001 |
| B = 210 | 1101001**0** | 1 | 211 | 11010011 |

## Citra setelah disisipkan 48 bit cipher

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 207 | 207 | 213 | 221 | 225 |
| 205 | 207 | 211 | 219 | 223 |
| 203 | 205 | 209 | 219 | 223 |
| 199 | 197 | 201 | 95 | 225 |
| 194 | 191 | 197 | 57 | 225 |
| 191 | 189 | 193 | 49 | 227 |
| 223 | 223 | 223 | 191 | 187 |
| 227 | 221 | 223 | 187 | 183 |
| 225 | 223 | 225 | 183 | 179 |
| 175 | 189 | 225 | 223 | 223 |
| 169 | 149 | 229 | 225 | 225 |
| 169 | 137 | 231 | 225 | 223 |
| 187 | 167 | 167 | 193 | 223 |
| 183 | 166 | 165 | 193 | 229 |
| 181 | 177 | 167 | 109 | 241 |
| 221 | 169 | 87 | 61 | 173 |
| 223 | 165 | 19 | 49 | 169 |
| 223 | 161 | 28 | 58 | 175 |
| 209 | 175 | 115 | 105 | 207 |
| 215 | 167 | 89 | 29 | 209 |
| 217 | 161 | 77 | 41 | 211 |

### Hasil

Adapun hasil pengujian system yang akan dibuat dalam system persediaan Bahan Kimia Di Laboraturium Forensik adalah sebagai berikut :

1. *form* data siswa.
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*Gambar 3.4 Tampilan Input Data Siswa*

1. *Form* data Encode berfungsi untuk enkripsi sebagai berikut:



*Gambar 5.5 Tampilan Form Encode*

1. Form Decode adalah proses dekripsi dari encode untuk menampilkan isi pesan. :



*Gambar 5.6 Tampilan Nilai Random Forest*

*Title of manuscript is short and clear, implies research results (First Author)*
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### KESIMPULAN

hasil yang diperoleh dengan perhitungan manual sama, aritinya aplikasi yang dirancang sesuai dengan perancangan. Berdasarkan penelitian yang telah dilalui dalan tahap perancangan dan juga evaluasi. Implementasi Steganografi dan Kriptografi Data Siswa Pada SD MIS-ALHIDAYAH menggunakan metode (Least Significant Bit) dan Algoritma Vigenere Cipher. Maka bisa disimpulkan bahwa :

1. Algoritma kriptografi klasik yaitu Vigenere Cipher dan metode (Least Significant Bit) dapat dikombinasikan dalam sebuah sistem untuk memberikan dua lapis proteksi dalam menyembunyikan data rahasia.
2. Metode Least Significant Bit untuk menyembunyikan data teks pada gambar, untuk memberikan proteksi keamanan pada data siswa, dengan menyisipkan data siswa ke dalam sebuah gambar.
3. kriptografi dan Steganografi dapat di kombinasikan menjadi satu dalam sebuah sistem aplikasi. Data dapat terlindungi dengan aman dan terkendali.

### Saran

Bedasarkan kesimpulan diatas, maka saran yang dapat diberikan, yaitu :

1. Diharapkan agar nantinya aplikasi ini dapat dikembangkan dan menjadi aplikasi yang lebih baik lagi, supaya data yang ada disekolah akan tetap aman dan terjaga.
2. Diharapkan agar program Sistem Informasi Data siswa SD MIS AL-Hidayah Medan dapat dipergunakan di sekolah SD MIS AL-Hidayah yang belum menerapkan aplikasi ini.
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